[OVulnerability Warning[JCisco Adaptive Security Appliance (ASA) and Firepower Threat Defense (FTD) software are
2025/06/19 08:501/1 affected by a high-risk security vulnerability (CVE-2024-20353). Please promptly verify and apply the necessary
patches!

Date[]2024/05/02

[[Vulnerability Warning[|Cisco Adaptive
Security Appliance (ASA) and Firepower
Threat Defense (FTD) software are affected
by a high-risk security vulnerability
(CVE-2024-20353). Please promptly verify
and apply the necessary patches!

e Subject: Cisco Adaptive Security Appliance (ASA) and Firepower Threat Defense (FTD) software
are affected by a high-risk security vulnerability (CVE-2024-20353). Please promptly verify and
apply the necessary patches!

e Description:
For details, please refer to the following links.
1. https://nvd.nist.gov/vuln/detail/CVE-2024-20353
2. https://sec.cloudapps.cisco.com/security/center/content/CiscoSecurityAdvisory/cisco-sa-as
aftd-websrvs-dos-X8gNucD2
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