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Date[]2024/04/16

[[Vulnerability Warning[]D-Link NAS has high-
risk security vulnerabilities (CVE-2024-3272
and CVE-2024-3273), please promptly
confirm and patch them!

e Subject: D-Link NAS has high-risk security vulnerabilities (CVE-2024-3272 and CVE-2024-3273),
please promptly confirm and patch them!

e Description:
For details, please refer to the following links.
1. https://nvd.nist.gov/vuln/detail/CVE-2024-3272
2. https://nvd.nist.gov/vuln/detail/CVE-2024-3273
3. https://supportannouncement.us.dlink.com/security/publication.aspx?name=SAP10383
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