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Date：2023/11/14

【Vulnerability Warning】Apache ActiveMQ
exists a high-risk security vulnerability
(CVE-2023-46604), please confirm and
update as soon as possible!

Subject: Apache ActiveMQ exists a high-risk security vulnerability (CVE-2023-46604), please
confirm and update as soon as possible!possible.

Description:
For details, please refer to the following links.

https://activemq.apache.org/news/cve-2023-466041.
https://activemq.apache.org/security-advisories.data/CVE-2023-46604-announcement.txt2.
https://nvd.nist.gov/vuln/detail/CVE-2023-466043.
https://www.informationsecurity.com.tw/article/article_detail.aspx?aid=107854.
https://www.ithome.com.tw/news/1596855.
https://socradar.io/critical-rce-vulnerability-in-apache-activemq-is-targeted-by-hellokitty-ra6.
nsomware-cve-2023-46604/
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