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Date[]2023/09/14

[Vulnerability Warning[JWinRAR exists
security vulnerability (CVE-2023-38831),
please confirm and update or evaluate
mitigation measures as soon as possible!

e Subject: Vulnerability Warning[JWinRAR exists security vulnerability (CVE-2023-38831), which
allows attackers to remotely execute arbitrary code. This vulnerability has been exploited by
hackers. Please confirm and update or evaluate mitigation measures as soon as possible!

e Description:
For details, please refer to the following links.
1. https://nvd.nist.gov/vuln/detail/CVE-2023-38831
2. https://www.win-rar.com/
3. https://www.ithome.com.tw/news/158421
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