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Date[]2023/06/09

[]Security Vulnerability Warning[]Google
Chrome, Microsoft Edge, Brave, and Vivaldi
browsers exist security vulnerabilities
(CVE-2023-3079), please check and update
as soon as possible!

e Subject: Google Chrome, Microsoft Edge, Brave, and Vivaldi browsers exist security
vulnerabilities (CVE-2023-3079), please check and update as soon as possible!

e Description:
For details, please refer to the following links.

1. https://www.ithome.com.tw/news/157215

2. https://thehackernews.com/2023/06/zero-day-alert-google-issues-patch-for.html?m=1

3. https://chromereleases.googleblog.com/2023/06/stable-channel-update-for-desktop.html

4. https://msrc.microsoft.com/update-guide/vulnerability/CVE-2023-3079

5. https://brave.com/latest/

6. https://vivaldi.com/blog/desktop/minor-chromium-bump-vivaldi-browser-snapshot-3035-3
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