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Date[]2022/12/22

[]Security Vulnerability Warning[JFortinet
FortiOS SSL-VPN exists a high-risk security
vulnerability (CVE-2022-42475), please
confirm and update as soon as possible

e Subject: Fortinet FortiOS SSL-VPN exists a high-risk security vulnerability (CVE-2022-42475),
please confirm and update as soon as possible

e Description:
For details, please refer to the following links.
1. https://www.fortiguard.com/psirt/FG-IR-22-398
2. https://www.fisac.tw/STIX_CASE/QueryStixCase/Detail?Uno=4KbRA2xNjogYexczfZB_ s D3
5r5e60Yc2iijyDPD2yrDo__e_
3. https://www.ithome.com.tw/news/154774
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