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Date[]2022/04/08

[]Security Vulnerability Warning[J[The Trend
Micro Apex Central platform exists a high-
risk security vulnerability (CVE-2022-26871),
please confirm and update as soon as
possible!

e Subject: The Trend Micro Apex Central platform exists a high-risk security vulnerability
(CVE-2022-26871) that allows attackers to remotely execute arbitrary code, please confirm and
update as soon as possible!

e Description:

For details, please refer to the following links.
https://www.ithome.com.tw/news/150252
https://success.trendmicro.com/dcx/s/solution/000290678?language=en_US
https://appweb.trendmicro.com/supportNews/NewsDetail.aspx?id=4435
https://success.trendmicro.com/jp/solution/000290660
https://success.trendmicro.com/jp/solution/000265749
https://www.jpcert.or.jp/english/at/2022/at220008.html

ok wNH

Network System Division
Computer and Communication Center

From:
https://net.nthu.edu.tw/netsys/ - A8 R &i4H

Permanent link: [x]
https://net.nthu.edu.tw/netsys/en:mailing:announcement:20220408 01

Last update: 2022/04/08 08:19

Ak RHiA - https://net.nthu.edu.tw/netsys/


https://www.ithome.com.tw/news/150252
https://success.trendmicro.com/dcx/s/solution/000290678?language=en_US
https://appweb.trendmicro.com/supportNews/NewsDetail.aspx?id=4435
https://success.trendmicro.com/jp/solution/000290660
https://success.trendmicro.com/jp/solution/000265749
https://www.jpcert.or.jp/english/at/2022/at220008.html
https://net.nthu.edu.tw/netsys/
https://net.nthu.edu.tw/netsys/en:mailing:announcement:20220408_01

	【Security Vulnerability Warning】The Trend Micro Apex Central platform exists a high-risk security vulnerability (CVE-2022-26871), please confirm and update as soon as possible!

