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【Security Vulnerability Warning】Microsoft has released a security update to solve the vulnerability of multiple

versions of Windows HTTP remote code execution. It is recommended that administrators evaluate the update as
soon as possible!

網路系統組 - https://net.nthu.edu.tw/netsys/

Date：2022/01/21

【Security Vulnerability Warning】Microsoft
has released a security update to solve the
vulnerability of multiple versions of Windows
HTTP remote code execution. It is
recommended that administrators evaluate
the update as soon as possible!

Subject: Microsoft has released a security update to solve the vulnerability of multiple versions
of Windows HTTP remote code execution. It is recommended that administrators evaluate the
update as soon as possible!

Description:
For details, please refer to the following links.

https://github.com/antx-code/CVE-2022-219071.
https://msrc.microsoft.com/update-guide/en-US/vulnerability/CVE-2022-219072.
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