
2024/09/30 23:54 1/1 【Security Vulnerability Warning】The GlobalProtect VPN product of Palo Alto Networks exists a security vulnerability
(CVE-2021-3064), please confirm and update as soon as possible!

網路系統組 - https://net.nthu.edu.tw/netsys/

Date：2021/11/25

【Security Vulnerability Warning】The
GlobalProtect VPN product of Palo Alto
Networks exists a security vulnerability
(CVE-2021-3064), please confirm and update
as soon as possible!

Subject:【Security Vulnerability Warning】The GlobalProtect VPN product of Palo Alto Networks exists a
security vulnerability (CVE-2021-3064), which allows attackers to remotely execute arbitrary code.
Please confirm and update as soon as possible!

Description:
For details, please refer to the following links.

https://security.paloaltonetworks.com/CVE-2021-30641.
https://www.randori.com/blog/cve-2021-30642.
https://nvd.nist.gov/vuln/detail/CVE-2021-3064#vulnCurrentDescriptionTitle3.
https://thehackernews.com/2021/11/palo-alto-warns-of-zero-day-bug-in.html4.
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