[ISecurity Vulnerability WarningVMware vCenter exists multiple security vulnerabilities (CVE-2021-21991~21993,

2025/06/11 12:311/1 22005~22020), please confirm and update as soon as possible!

Date[]2021/09/27

[]Security Vulnerability Warning[][VMware
vCenter exists multiple security
vulnerabilities (CVE-2021-21991~21993,
22005~22020), please confirm and update as
soon as possible!

Subject:[JSecurity Vulnerability Warning[JVMware vCenter exists multiple security vulnerabilities
(CVE-2021-21991~21993, 22005~22020), allowing attackers to remotely execute arbitrary code,
please confirm and update as soon as possible!

Description:
For details, please refer to the following links.

1. https://www.vmware.com/security/advisories/VMSA-2021-0020.html
2. https://thehackernews.com/2021/09/vmware-warns-of-critical-file-upload.html
3. https://www.ithome.com.tw/news/146841
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