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Date：2021/07/20

【Security Vulnerability Warning】A security
vulnerability (CVE-2021-35211) exists in
SolarWinds’ Serv-U software, please confirm
and update as soon as possible!

Subject:【Security Vulnerability Warning】A security vulnerability (CVE-2021-35211) exists in
SolarWinds’ Serv-U software, allowing attackers to remotely execute arbitrary code. Please confirm
and update as soon as possible!

Description:
For details, please refer to the following links.

https://www.ithomecom.tw/news/1456061.
https://www.solarwinds.com/trust-center/security-advisories/cve-2021-352112.
https://thehackernews.com/2021/07/a-new-critical-solarwinds-zero-day.html3.
https://nvd.nist.gov/vuln/detail/CVE-2021-352114.
https://www.microsoft.com/security/blog/2021/07/13/microsoft-discovers-threat-actor-targeting-5.
solarwinds-serv-u-software-with-0-day-exploit/
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