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Date[]2021/06/29

[]Security Vulnerability Warning[]Palo Alto
Networks’ Cortex XSOAR product exist a
security vulnerability (CVE-2021-3044),
please confirm and update as soon as
possible[]

Subject:[]Security Vulnerability Warning[JPalo Alto Networks’ Cortex XSOAR product exist a security
vulnerability (CVE-2021-3044) that allows attackers to perform unauthorized operations remotely.
Please confirm and update as soon as possible[]

Description:
For details, please refer to the following links.

1. https://security.paloaltonetworks.com/CVE-2021-3044
2. https://cve.mitre.org/cgi-bin/cvename.cgi?name=2021-3044
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