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Date：2021/04/15

【Security Vulnerability Warning】VMware
vCenter exist a security vulnerability
(CVE-2021-21972), please confirm and
update as soon as possible!

Subject:【Security Vulnerability Warning】VMware vCenter exist a security vulnerability
(CVE-2021-21972), allowing attackers to remotely execute arbitrary code, please confirm and update
as soon as possible!

Description:
For details, please refer to the following links.

https://www.vmware.com/security/advisories/VMSA-2021-0002.html1.
https://www.ithome.com.tw/news/1429302.
https://blogs.juniper.net/en-us/threat-research/cve-2021-21972-vmware-vcenter-unauthorized-r3.
emote-code-execution

Network System Division
Computer and Communication Center

From:
https://net.nthu.edu.tw/netsys/ - 網路系統組

Permanent link:
https://net.nthu.edu.tw/netsys/en:mailing:announcement:20210415_01

Last update: 2021/04/15 10:23

https://www.vmware.com/security/advisories/VMSA-2021-0002.html
https://www.ithome.com.tw/news/142930
https://blogs.juniper.net/en-us/threat-research/cve-2021-21972-vmware-vcenter-unauthorized-remote-code-execution
https://blogs.juniper.net/en-us/threat-research/cve-2021-21972-vmware-vcenter-unauthorized-remote-code-execution
https://net.nthu.edu.tw/netsys/
https://net.nthu.edu.tw/netsys/en:mailing:announcement:20210415_01

	【Security Vulnerability Warning】VMware vCenter exist a security vulnerability (CVE-2021-21972), please confirm and update as soon as possible!

