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Date：2021/01/04

【Security Vulnerability Warning】Zyxel
Networks Corporation has issued a security
vulnerability bulletin (CVE-2020-29583),
please confirm and update to the latest
version as soon as possible!

Subject:【Security Vulnerability Warning】Zyxel Networks Corporation has issued a security
vulnerability bulletin (CVE-2020-29583), please confirm and update to the latest version as soon as
possible!

Description:
For details, please refer to the following links.

https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2020-295831.
https://www.zyxel.com/tw/zh/support/CVE-2020-29583.shtml2.
https://www.kocpc.com.tw/archives/3642453.

Network System Division
Computer and Communication Center
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