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Date：2020/11/03

【Security Vulnerability Warning】Openfind
MailGates/MailAudit products have Command
Injection vulnerabilities, please confirm and
update to the latest version as soon as
possible!

Subject:【Security Vulnerability Warning】Openfind MailGates/MailAudit products have Command
Injection vulnerabilities, please confirm and update to the latest version as soon as possible!

Description:
For details, please refer to the following links.

https://www.twcert.org.tw/tw/cp-132-4118-6292c-1.html1.
CVE-2020-25849：https://nvd.nist.gov/vuln/detail/CVE-2020-258492.

Impacted platform：
Openfind MailGates v4.0、v5.0
Openfind MailAudit v4.0、v5.0

Network System Division
Computer and Communication Center
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