2025/09/02 20:221/1  [JSecurity Vulnerability Warning[JCVE-2020-6418: Google Chrome Type Confusion Vulnerability Exploited in the Wild

BB HEA: 2020/03/03

[]Security Vulnerability
Warning[|CVE-2020-6418: Google Chrome
Type Confusion Vulnerability Exploited in the
Wild

Subject: [1Security Vulnerability Warning[JCVE-2020-6418: Google Chrome Type Confusion
Vulnerability Exploited in the Wild

Description:
For details, please refer to the following links.

1. https://chromereleases.googleblog.com/2020/02/stable-channel-update-for-desktop 24.html

2. https://zh-tw.tenable.com/blog/cve-2020-6418-google-chrome-type-confusion-vulnerability-expl
oited-in-the-wild

3. https://www.ithome.com.tw/news/136005
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