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[ICyberattack Warning[JRemote Desktop
Services Remote code Excution Vulnerability

Subject: Remote Desktop Services Remote code Excution Vulnerability

Description:
For details, please refer to the following links.

https://thehackernews.com/2019/08/windows-rdp-wormable-flaws.html
https://www.ithome.com.tw/news/132413
https://portal.msrc.microsoft.com/en-US/security-guidance/advisory/CVE-2019-1222
https://portal.msrc.microsoft.com/en-US/security-guidance/advisory/CVE-2019-1226
https://www.nccst.nat.gov.tw/VulnerabilityNewsDetail?lang=zh&seq=1441
https://blogs.technet.microsoft.com/msrc/2019/05/14/prevent-a-worm-by-updating-remote-desk
top-services-cve-2019-0708/

7. https://portal.msrc.microsoft.com/en-US/security-guidance/advisory/CVE-2019-0708
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