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Date[]2019/11/21

[]Security Vulnerability Warning[] Openfind
MAIL2000 Webmail Pre-Auth Cross-Site
Scripting and Open Redirect

Subject: Openfind MAIL2000 Webmail Pre-Auth Cross-Site Scripting and Open Redirect

Description:
For details, please refer to the following links.

1. https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2019-15071
2. https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2019-15072
3. https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2019-15073
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