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Date：2024/04/01

【Vulnerability Warning】QNAP OS has a high-
risk security vulnerability (CVE-2024-21899).
Please confirm and patch it as soon as
possible!

Subject: QNAP OS has a high-risk security vulnerability (CVE-2024-21899). Please confirm and
patch it as soon as possible!

Description:
For details, please refer to the following links.

https://nvd.nist.gov/vuln/detail/CVE-2024-21899

Network System Division
Computer and Communication Center
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