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Date：2024/02/19

There is a security vulnerability
(CVE-2024-21893) present in certain Ivanti
products. Please promptly verify and
proceed with the necessary patching

Subject: There is a security vulnerability (CVE-2024-21893) present in certain Ivanti products.
Please promptly verify and proceed with the necessary patching.

Description:
For details, please refer to the following links.

https://forums.ivanti.com/s/article/KB-CVE-2023-46805-Authentication-Bypass-CVE-2024-2
1887-Command-Injection-for-Ivanti-Connect-Secure-and-Ivanti-Policy-Secure-
Gateways?language=en_US
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