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Date：2022/07/27

【Security Vulnerability Warning】VMware
vCenter Server exists a privilege escalation
vulnerability (CVE-2021-22048), please
confirm and update as soon as possible!

Subject: VMware vCenter Server exists a privilege escalation vulnerability (CVE-2021-22048),
please confirm and update as soon as possible!

Description:
For details, please refer to the following links.

https://kb.vmware.com/s/article/862921.
https://www.bleepingcomputer.com/news/security/vmware-patches-vcenter-server-flaw-di2.
sclosed-in-november/

Network System Division
Computer and Communication Center
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