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Date[]2021/05/14

[]Security Vulnerability Warning[|Microsoft
Hyper-V, HTTP protocol stack and Object
Linking and Embedding (OLE) exist security
vulnerabilities, please confirm and update as
soon as possible!

Subject:[JSecurity Vulnerability Warning[JMicrosoft Hyper-V, HTTP protocol stack and Object Linking
and Embedding (OLE) exist security vulnerabilities (CVE-2021-28476[]CVE-2021-31166
M CVE-2021-31194), please confirm and update as soon as possible!

Description:
For details, please refer to the following links.

1. https://www.ithome.com.tw/news/144350

2. https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-28476
3. https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-31166
4. https://msrc.microsoft.com/update-guide/vulnerability/CVE-2021-31194
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