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【Security Vulnerability Warning】Google
Chrome browser exist a security vulnerability
(CVE-2021-21148) that allows attackers to
remotely execute arbitrary code. Please
confirm and update as soon as possible!

Subject:【Security Vulnerability Warning】Google Chrome browser exist a security vulnerability
(CVE-2021-21148) that allows attackers to remotely execute arbitrary code. Please confirm and
update as soon as possible!

Description:
For details, please refer to the following links.

https://chromereleases.googleblog.com/2021/02/stable-channel-update-for-desktop_4.html?m=1.
1
https://blog.malwarebytes.com/exploits-and-vulnerabilities/2021/02/update-now-chrome-patche2.
s-zero-day-that-was-exploited-in-the-wild/
https://www.cybersecurity-help.cz/vdb/SB20210204203.
https://www.ithome.com.tw/news/1426454.
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